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Biometrics v Biometric security

- Biometrics
  - Identification and verification based on physical characteristics

- Biometrics security
  - System assurance and data protection
  - Authentication based on biometric identification and verification
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Security Risk Management

ISO/IEC WD 13335-2, Figure 2
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Biometric Security Standardization

- ISO/IEC JTC 1/SC 27 – IT Security techniques
- NP 19792 Framework for security evaluation and testing of biometric technology:
  - Biometric evaluation methodology (BEM): Framework for security evaluation and testing of biometrics technologies
- NP Biometric template protection

- ISO/IEC JTC 1/SC 37 – Biometrics

- ISO TC 68/SC 2 – Financial Systems Security:
  - NP 19092 – Biometric information management & security
Case Study: U.S. DoD CAC-Biometric Trials

- Proof of concept for adding biometrics to existing smart card capabilities for logical and physical access
- Three projects to date (CAC-A, CAC-B, CAC-C)
- CAC-C brought in X.509 PKI Attribute Certificates for carrying X9.84 encoded biometric templates
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